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Problem 1 Multiple Choice (8 credits)

The following subproblems are multiple choice / multiple answer, i. e. at least one answer per subproblem is correct.
Subproblems with a single correct answer are graded with 1 credit if correct. Those with more than one correct
answers are graded with 1 credit per correct answer and -1 credit per wrong answer. Missing crosses have no
influence. The minimal amount of credits per subproblem is 0 credits.

Mark correct answers with a cross ×
To undo a cross, completely fill out the answer option ■
To re-mark an option, use a human-readable marking ×■

a)* Given a Signal with Power 16 mW and Noise Power 8 mW. What is the signal-to-noise ratio in this case?

3.01 dB 10.00 dB 0.30 dB 6.93 dB 2.00 dB 2.00

b)* Which statements about the Fourier transform are correct?

Used to analyze non-periodic signals.

The spectrum is discrete.

The spectrum is continuous.

The spectrum is always bounded.

The spectrum is always complex.

c)* You are given a packet of length 1000 B which is to be transmitted in a cabled network over the distance 2000 km
using a data rate of 1000 Mbit/s. Determine the time until the parcel is fully received at its destination.

6.67 ms 10.00 ms 10.01 ms anderer Wert 6.67 ms

d)* Which statements about 4B5B coding are correct?

It provides control characters.

It is a code for error correction.

Long inputs are mapped to 4 bit long code words.

It is a code for error detection.

e)* Given the baseband signal shown below, which encodes the bit sequence 0111 0001. Which of the line codes
presented in the lecture was used?

t

s(t)

RZ Manchester NRZ MLT-3 PAM-4

– Page 2 / 6 –



Problem 2 CRC (10 credits)

In the following, we consider CRC as introduced in the lecture with the reduction polynomial r(x) = x3 + x + 1.

a)* Explain what a reduction polynomial is being used for.

b)* Under which condition is r(x) irreducible?

c) Show whether or not r(x) is irreducible.

d)* Explain briefly why one often chooses a polynomial that is not irreducible as reduction polynomial for CRC.
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Let be given the binary message 00100101 and the reduction polynomial r(x) = x3 + x + 1.

e)* Derive the CRC checksum.

f)* Explicitly state the message that is transmitted.

g)* Give an error pattern that cannot be detected.
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Additional space for solutions–clearly mark the (sub)problem your answers are related to and strike out
invalid solutions.
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